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1. INTRODUCTION 
 
The research undertaken by the MRC Centre for Global Infectious Disease Analysis is highly 

interdisciplinary and focuses on the transmission, evolution and control of infectious diseases in human and 

animal populations. The Centre is committed to the highest standards in academic research, data 

management, attribution of appropriate metadata, and data sharing. 
 
 

This document provides a framework for both the sharing and the management of data to be 

followed by Centre staff. 
 

 
PRINCIPAL INVESTIGATORS PLEASE NOTE   

While this policy document should be referred to in individual project-level grant applications, its existence 

does not negate the obligation upon Centre Principal Investigators (PIs) to complete project-application-

specific Data Management Plans (DMPs), where requested by Funders. To this end, PIs are advised to 

make reference to this document in conjunction with the use of DMPonline a free tool created by the 

Digital Curation Centre (DCC) that will provide a funder-appropriate DMP template.  
 
 

2. DEFINITIONS 
 

 
2.1. Research data: Data that are collected, observed, generated, created, or obtained from 

commercial, government or other sources, for subsequent analysis and synthesis to produce 

original research results. For the purposes of this policy, this is limited to digital data. 
 

2.2. Digital Object Identifier (DOI): A reference that enables permanent identification and location 

of digital objects, such as datasets, software, and journal articles. This means that reference 

to a dataset elsewhere (e.g. in the journal article it supports or Imperial College’s catalogue) is 

not going to break or become outdated as a web address might do. 

 
 

3. AIM 
 
The aim of this document is to provide a framework within the Centre that enables the academic, research, 

technical and research support services staff to adhere to the rules and the mandates of funders; to comply 

with the broader Imperial Research Data Management Policy; and to outline the Centre-specific policies and 

procedures for data management and data sharing. 
 
This policy document is fully complementary to the stated aims and content of Imperial’s overarching 

Research Data Management Policy, differing only to add local-level specificity in relation to management of 

datasets, dataset sharing, data storage, and data security protocols. 

 

https://www.imperial.ac.uk/mrc-global-infectious-disease-analysis
https://dmponline.dcc.ac.uk/about_us
http://www.imperial.ac.uk/media/imperial-college/research-and-innovation/research-office/public/Imperial-College-RDM-Policy.pdf
http://www.imperial.ac.uk/media/imperial-college/research-and-innovation/research-office/public/Imperial-College-RDM-Policy.pdf
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4. POLICY 
 
The policy outlined below applies to research data that have been generated through research undertaken 

by Centre staff and students solely or in collaboration with others. This includes, but is not limited to, 

research sponsored by grants or contracts awarded to Centre staff where they are a partner on awards held 

by other institutions. 
 

4.1. General Principles 
 

4.1.1. The MRC Centre is in full agreement with the Principles and Guidelines for Access to Research 

Data from Public Funding developed by the Organisation for Economic Cooperation and 

Development (OECD), and UKRI’s Common Principles on Data Policy, and recognises the ‘public 

good’ inherent in the prompt sharing of research data wherever possible. 
 

4.1.2. Research data held within Centre must be maintained and preserved as identifiable, retrievable, 

and reusable as a part of the overall research project cycle. 
 

4.1.3. Where specific funder policy does not otherwise overrule, Centre academics retain the choice of 

where to deposit their data.  

 

Centre PIs may select the licence under which they publish their data provided the chosen 

licence permits sharing and re-use in accordance with the appropriate funder’s terms and 

conditions. Management of research data obtained under licence must also comply with relevant 

licence agreements. The terms and conditions of any licence take precedence over this policy. 

 

 
4.2. Storage of Datasets and Software 
 

4.2.1. Research data must be accompanied by appropriate metadata to facilitate identification and re-use. 
 

4.2.2. During the course of a research project, Centre PIs must ensure their own and their group’s data are 

stored and described in ways that minimise the risk of loss and maximise the likelihood of future 

discoverability and re-use. 
 

4.2.3. Cloud storage of data is not prohibited but would not usually be considered best practice unless 

strong encryption is used. Minimum standards on data safety set by Imperial College must be 

followed. 
 

4.2.4. Where software is developed as a part of a research project, Centre PIs are encouraged to archive 

the specific version of the software used to generate or analyse research project data that results in 

publication. Imperial best practice is to use a service such as Zenodo for storage, thus allowing the 

stored software to be issued with a DOI for the software at time of deposit. 

 
 
4.3. Data catalogue and data sharing 
 

4.3.1. Under UKRI’s Common Principles on Data Policy, a statement on data access is obligatory in 

relation to all research publications produced by Centre authors. 
 

4.3.2. It is recommended that PIs record their use of commonly used publicly accessible demographic and 

geographic datasets, to minimise repetition of post-processing in the Centre and allow reference 

versions to be curated and internally shared. 
 

4.3.3. It is Centre policy that, wherever possible, data allowing reproduction of published research results 

shall be made publicly available with every publication, either as supporting information or on a 

separate data repository. In the latter case, the published data should be issued with an appropriate 

DOI. All such datasets should be listed on the Centre data catalogue. 
 

4.3.4. Where datasets are unlikely to be published in the near-term but are of urgent wider public value, 

sharing prior to publication is strongly encouraged. 
 

https://www.oecd.org/content/dam/oecd/en/publications/reports/2007/04/oecd-principles-and-guidelines-for-access-to-research-data-from-public-funding_g1gh7fe5/9789264034020-en-fr.pdf
https://www.oecd.org/sti/sci-tech/38500813.pdf
https://www.ukri.org/manage-your-award/publishing-your-research-findings/making-your-research-data-open/
https://www.imperial.ac.uk/research-and-innovation/support-for-staff/scholarly-communication/research-data-management/archival-and-preservation/finding-a-research-data-repository--archive/
http://zenodo.org/
https://www.ukri.org/manage-your-award/publishing-your-research-findings/making-your-research-data-open/
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4.3.5. Where data protection or data owner confidentiality prevent sharing datasets upon publication, each 

publication should provide a contact email address for data access inquiries. Research data held 

within Centre must also comply with the policies of relevant grant funders with regards to data 

sharing. Where such policies conflict with Imperial College or department plans, the policies of 

funders will take precedence. 

 
 
4.4. Data Privacy and Ethics 
 

4.4.1. The overwhelming majority of Centre-held data are anonymised and/or aggregated. In the rare cases 

where data may contain identifying information, the PI should take all appropriate steps to ensure 

data protection regulations are met. Such datasets should not be shared without approval of the data 

owners and suitable ethical approval. Where uncertainty remains, PIs should discuss specific cases 

with the School of Public Health (SPH) Data Protection officer (dpo@imperial.ac.uk). 
 

4.4.2. The May 2018 General Data Protection Regulation (GDPR) expanded the definition of personal data. 

The Regulation requires organisations not only to legally comply but also to be able to evidence such 

compliance clearly (e.g. through records and procedures). The GDPR is strictly enforced by the 

Information Commissioner’s Office, with significant penalties for any breaches. All staff are required 

to undertake regular mandatory training (see Imperial Essentials) and to follow Imperial guidelines 

with regards to data privacy and ethics. 

 
 
4.5. Legacy Obligations 
 

4.5.1. PIs will ensure that shareable research data are made publicly available for 10 years after 

publication or for the minimum period required by the funder if longer than 10 years. 
 

4.5.2. If a PI leaves Imperial College or circumstances (such as death, incapacitation, or leaving 

academia) mean the PI is no longer able to fulfil their responsibilities then; 
 

4.5.2.1. If there is another Imperial College Co-investigator, they inherit the responsibilities of the 

PI; 
 

4.5.2.2. Otherwise, if the PI and the award move to another institution, the responsibilities follow 

the PI; 
 

4.5.2.3. Otherwise, whosoever is appointed by the Centre to take over the research projects of 

the PI will inherit their responsibilities as a data custodian. 
 

4.6. Funding 
 

4.6.1. Appropriate funding should be requested at application stage, on all proposals where data 

management costs are an eligible cost item allowable by the funder 

 

5. ROLES AND RESPONSIBILITIES 
 

5.1. MRC Centre for Global Infectious Disease Analysis 
 

5.1.1. PIs have overall responsibility for the effective management of research data generated within or 

obtained for their research, including by their research group members. 
 

5.1.2. This responsibility extends from the application stage, with the provision of funder-compliant 

DMPs, through to the post-project stage where data must be appropriately stored. 
 

5.2. Faculty and JRO 
 

5.2.1. Research Offices and Contracts (JRO) are responsible for ensuring that all stakeholders 

understand their obligations, through the clear communication of funder and Imperial College 

requirements. 
 

https://www.imperial.ac.uk/staff/new-staff/essentials/
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5.2.2. As a part of the routine approval of applications, JRO will ensure that all research grants and 

contract applications include a DMP where required by funders, and that the DMP is attached to 

the relevant records in the appropriate Imperial College management system. 
 

5.3. Library 
 

5.3.1. The Imperial College Library has a responsibility to provide training and guidance on all matters 

relating to data management, including the writing of DMPs, copyright, and licences. 
 

5.4. Information and Communication Technologies service (ICT) 
 

5.4.1. ICT has a responsibility within Imperial College to provide technical advice and support relating to 

data management, including data storage, backup and archiving. Clarification on roles and 

responsibilities can be found via ICT webpages online. 

 
 

6 RELATED DOCUMENTS 
 

6.1.  Imperial College London 
 

• Research Data Management Policy (2022) - 

https://www.imperial.ac.uk/media/imperial-college/research-and-innovation/research-

office/public/Imperial-College-RDM-Policy.pdf 
 

• Research Office – Research Data Management - https://www.imperial.ac.uk/research-

and-innovation/support-for-staff/scholarly-communication/research-data-management/ 
 

6.2. Funder Policies 

 

• UKRI (RCUK) – Principles on Data Policy - https://www.ukri.org/manage-your-

award/publishing-your-research-findings/making-your-research-data-open/ 
 

• MRC – Data Sharing Policy - https://www.ukri.org/publications/mrc-data-sharing-policy/ 
 

• NIHR – Data Sharing - https://www.nihr.ac.uk/documents/nihr-position-on-the-sharing-of-

research-data/12253 
 

• BBSRC – Data Sharing Policy - https://www.ukri.org/publications/bbsrc-data-sharing-policy/ 
 

• BMGF – Data Access Principles - https://docs.gatesfoundation.org/documents/faq.pdf 
 

• Wellcome – Policy on Data Management and Sharing - https://wellcome.org/grant-

funding/guidance/policies-grant-conditions/data-software-materials-management-and-sharing-

policy 
 

• NIH – Data Sharing Policy - https://sharing.nih.gov/data-management-and-sharing-policy/about-

data-management-and-sharing-policy/data-management-and-sharing-policy-overview 
 

• H2020 – Guidelines on Data Management - 

http://ec.europa.eu/research/participants/data/ref/h2020/grants_manual/hi/oa_pilot/h2020-hi-oa-

data-mgt_en.pdf 

 

 

7 EFFECTIVE DATE 
 
This policy is effective from July 2017, and was reviewed in December 2024 
 

 

8 REVIEW DATE 
 
The policy will be reviewed in December 2026 

https://www.ukri.org/manage-your-award/publishing-your-research-findings/making-your-research-data-open/
https://www.ukri.org/manage-your-award/publishing-your-research-findings/making-your-research-data-open/
https://www.ukri.org/publications/mrc-data-sharing-policy/
https://www.nihr.ac.uk/documents/nihr-position-on-the-sharing-of-research-data/12253
https://www.nihr.ac.uk/documents/nihr-position-on-the-sharing-of-research-data/12253
https://www.ukri.org/publications/bbsrc-data-sharing-policy/
https://wellcome.org/grant-funding/guidance/policies-grant-conditions/data-software-materials-management-and-sharing-policy
https://wellcome.org/grant-funding/guidance/policies-grant-conditions/data-software-materials-management-and-sharing-policy
https://wellcome.org/grant-funding/guidance/policies-grant-conditions/data-software-materials-management-and-sharing-policy

